
Audit Certificate 

Production URL : http://www.rmrcbbsr.gov.in/
In Scope URL     :     http://206.189.129.190/rmrclive/
Scope of Audit   :   Web Security Audit
Auditor Name     :     P. Kumar
Application Hash SHA256 : d87f7a118ed33be870a11bdaaaff0c108e379bbbd3fcacdf0208a34f9adaf43d

Conclusion
Auditing for ICMR-Regional Medical Research Centre, Bhabaneswar(ICMR-
RMRCBB) web application of ICMR-Regional Medical Research Centre, 
Bhabaneswar(ICMR-RMRCBB) was done from 12/08/2022 to 24/08/2022 as per 
Cert-In, OWASP and SANS25 Web Application Audit guidelines by Essential 
Infosec Private Limited as per scope. As on 24/08/2022, there are no 
pending non conformily w.r.t Web Application Audit. 

The site is free from OWASP (and any other known) vulnerabilities and is 
safe for hosting. Regardless of the frequency of the Security Audits, no 
application can be considered 100% secure as new exploits and attacks are 
discovered daily.

The clearance for the above application is given taking into consideration that the 
OWASP (and any other known) vulnerabilities do not exist in the application. Any on 
approve changes to the web application will void the certificate.

Hosting  Permission
Site may be considered safe for hosting with read and script execute permission only.
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Certificate No: 
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Director
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Cert-In Empanelled Company

This certificate can be verified by www.essentialinfosec.com/verify
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